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Accreditation Overview

Welcome

Welcome to the U.S. Chamber of Commerce Accreditation application program. We are excited that you are
interested in standing out from the crowd and moving ahead. We want to help your through the Accreditation
process by explaining our procedures, walking you through the steps to complete the materials, and clarifying
what you can expect from us.

The Accreditation Application is divided into nine sections with a complete set of instructions at the beginning
of each one. If you have already completed a section and you are familiar with the instructions, click on the
Governance Overview icon in the Bookmark Section to the left of your screen. Otherwise, the background and
instructions should be reviewed in detail starting with the Accreditation Overview, below.

Accreditation History

In 1964, the U.S. Chamber of Commerce began offering its Accreditation Program to state and local chambers
of commerce nationwide. The program was designed to provide a continuous self-analysis of an organization’s
growth and development, with an opportunity for the organization to reassess its objectives and resources,
program of work, procedures, and achievements. Since the Accreditation program’s launch, more than 750
chambers have met the required organizational standards and have earned the title “Accredited.”

Accreditation means that a local or state chamber of commerce has been recognized by the U.S. Chamber of
Commerce for having sound programs and organizational procedures and for continually creating and
maintaining positive change in the community.

The U.S. Chamber Accreditation program establishes criteria for judging the quality of performance for state
and local chambers of commerce, determines the extent to which organizations meet these criteria, and issues
a public announcement that organizations are found to be of superior quality.

The U.S. Chamber understands that state and local chambers are diverse and have unique programs of work,
operations, merit, dues structure, and program policies. As a result, the Accreditation program has separated
the state chamber Accreditation process from the local chamber Accreditation process. Distinct applications
have been created to recognize these differences.

Accreditation does not mean that an organization is perfect in every respect. Competent examiners
acknowledge the quality of an organization and make recommendations where there are areas of deficiency
and recognize chambers for areas of special distinction.

Effective chambers of commerce operate above and beyond minimum standards. As each chamber prepares
its Accreditation application, it seeks ways of improving its performance in the community. These criteria or
standards become a tool for management control and self-discipline.



Mission

The mission of the Accreditation program is to establish a standard of organizational competency and an
objective set of criteria for assessment. The achievement of standards by state and local chambers as
determined by an examining committee will be recognized with Accreditation by the U.S. Chamber of

Commerce.

Procedures to Apply

Make Sure Your Chamber is Entered into the Accreditation Database

We want to make sure you are properly entered in our database. If you have not yet entered your contact
information, click here http://www.uschamber.com/chambers/accreditation/intent.htm and follow the steps.
Upon receipt, U.S. Chamber staff will enter the information into a database, allowing the applicant chamber to
receive updates about the Accreditation process and invitations to conference calls discussing the application

process. Do not send the program fee at this time.

If clicking the link doesn’t work, make sure your computer is set up to access the Internet and try again. If you still
experience difficulty, call Mathew Wasserburger at (202) 463-5821.



Access the Application Documents

There are nine sections of the Accreditation application:

. Governance

. Finance

. Human Resources and Staff
. Government Affairs

. Program Development

. Technology

. Communication

. Facilities

. Benchmarking
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Copies of all nine sections of the Accreditation application can be found on our Web site at
http://www.uschamber.com/chambers/accreditation/app.htm

These files can be completed by one person at the chamber or distributed to other chamber staff or volunteers
to assist in the ultimate completion of the application.

To assist in distributing the files, chamber staff or volunteers may go directly to the web site to download the
sections of interest to them.

No matter how many staff members or volunteers are working on the application, the chamber’s designated
staff contact person should be the only one to communicate with the U.S. Chamber staff.

Review the Application

Review the application in its entirety — all nine sections — to determine whether the chamber is prepared to
begin the Accreditation process. Use the glossary at the end of the each file to familiarize yourself with the
language of the application. Glossary items can also be accessed by clicking on highlighted text. In the
glossary a link is provided to return to the highlighted text.

Complete the Application Documents

Each applicant chamber is required to complete all nine sections of the Accreditation application.

Each of the application’s nine sections is a self-contained document including:

« Application instructions and overview

» Section’s standards as defined by the U.S. Chamber

« Alist of minimum qualifications to achieve Accreditation for that section
» A checklist of attachments

« A digital application from

The digital application form is divided into two categories; the minimum requirements which must be met for
the chamber to be Accredited, and the additional criteria which will be evaluated to determine the star ranking
of an Accredited chamber.



Complete the Conclusion and Signature Page

The Conclusion and Signature Page can be found on our Web site
http://www.uschamber.com/chambers/accreditation/app.htm. The U.S. Chamber requires that these pages
be completed digitally, then printed and signed by the Chief Paid Executive and Chief Elected Officer.

Prepare the Application Materials for Delivery

Copy the nine pdf files and the conclusion page and signature page to a CD or USB drive. Print and sign the
completed Conclusion and Signature Pages, and enclose the payment form with a signed check or credit card
information for $699 for U.S. Chamber members; $1,199 for non members.

Mail the Application Materials to the U.S. Chamber

The application materials should be put into an envelope with the completed Conclusion and Signature Pages
and the payment and mailed to:

U.S. Chamber of Commerce
c/o Political Affairs and Federation Relations, Accreditation
1615 H Street, NW
Washington, DC 20062-2000



U.S. Chamber of Commerce Review Process

Review

Once the completed application and program fee have been received, U.S. Chamber staff will review the
chamber’s submission for minimum requirements. Due to the volume of applications received, we ask that you
please do not contact the U.S. Chamber to inquire about the status of the chamber’s application. In the event
that minimum requirements have not been met or there are missing materials, U.S. Chamber staff will contact
you.

An experienced Accreditation consultant will review the application and make recommendations. The
consultant may contact the applicant to ask questions that might arise during the review. Based on the
findings, a confidential report with recommendations will be prepared and sent to the Accrediting board, the
governing body of the Accreditation program made up of business and chamber executives. The Accrediting
board will review the recommendations and approve or disapprove the chamber’s Accreditation status.

Recommendations will be presented to the Accrediting board at the February, June, and November board
meetings. The day following the Accrediting board meeting, the applicant will be notified about the chamber’s
Accreditation status.

Awards

All Accredited chambers must meet the minimum requirements for each section of the application. If the
applicant completed the additional criteria sections of the application, the Accreditation consultant will review
the additional material and designate the chamber as Accredited, Accredited with 3-Stars, Accredited with 4-
Stars, or Accredited with 5-Stars based on the number of additional criteria points scored in each sections of
the application. A chamber earning at least 70% of the total number of points will be awarded Accredited with
3-Stars; 80%, Accredited with 4-Stars; 90% or more, Accredited with 5-Stars.

Post Accreditation Materials

Upon receiving Accreditation, the chamber will receive a marketing kit with the following:

» Letter of congratulations from Tom Donohue, U.S. Chamber President and CEO
* Press release

» Certificate of achievement

*+ Recommendations for improvement

+ Sample newsletter articles and Web page blurbs

+ Camera-ready logos

* U.S. Chamber of Commerce resource guide

Each chamber receiving Accreditation will be acknowledged on the U.S. Chamber’s Web site.

Maintaining Accreditation

To maintain Accreditation, a chamber must submit an Accreditation application every five years. Chambers will
receive an email from U.S. Chamber staff during the fourth year of Accreditation. It will remind them of the
need to renew and provide links to the materials required for the renewal.



Confidentiality

The U.S. Chamber agrees to maintain the confidentiality of information received throughout this application
except in cases where (1) the information is or becomes publicly known from sources other than the
application itself (2) the information is received by the U.S. Chamber without restriction from a third party (3)
the information is independently developed by the U.S. Chamber, or (4) the information is disclosed by the
U.S. Chamber pursuant to judicial action.



Tech Support

Navigation

The Accreditation application uses bookmark navigation to assist the applicant in navigating the application.
Please note that the pages of this file are divided in two. The left-hand side presents “bookmarks” that can be
used to take you directly to specific pages in the document. Clicking on the triangle beside the bookmarks will
“open them up” and provide you with a more detailed set of bookmarks for the section.

If you have had no experience with this type of navigation, give it a try and become comfortable with it before
going on.

Completing Each Section

“Yes/No” Radio Buttons

Radio buttons — II1 — are used for “yes/no” questions. If you inadvertently click a “yes” button, you can
change your answer by clicking on the “no” button, and vice-versa. Radio buttons are also used to “check off”
items on a list. If you inadvertently click a “check off” button, you can change your answer by clicking it a
second time.

Short Answers

Space is provided to enter short answers. For example, the question, “In which government jurisdiction is the
chamber’s incorporation or charter filed?” should be answered like this:

Washington, D.C.

In some cases, the answer may exist in another file. It can be copied and pasted into the text box.

Where the answer is best provided by entering the entire file, the file can be attached, see below.

Attachments

In each section you are required to provide Attachments to support the application. Instructions for making
the Attachments follow. Note that you can terminate the process before it is complete by pressing the escape
key (ESC).

Digital files

If the attachment is a digital file in a common format (Microsoft Word, Excel, Powerpoint; Adobe Acrobat pdf,
etc.), the file can attached electronically. Each attachment has an “attachment area” that looks like this:

Attachment:

A reminder of the instructions to attach a file can be accessed by clicking the ? icon.



Steps for Making Attachments

1. Go to the menu at the top of the screen. It looks like this:

Adobe Reader File Edit WView Document Tools Window Help

2. Click on “Tools” and a drop-down menu will appear. It looks like this:

Comment & Markup [
Select & Zoom »
Measuring [
Typewriter »
Object Data [

Customize Toolbars...

3. Drag the cursor over the words “Comment & Markup” to show the next drop-down menu. It looks like
this:

v Sticky Note
[®] Text Edits >
Stamps >
2] Highlight Text Tool
] Underline Text Tool
\ # Cross Qut Text Tool
/2 Attach a File as a Comment
i~ Record Audio Comment
& Paste Clipboard Image as Stamp Tool
Eh, Callout Tool
[Z] Text Box Tool
> Cloud Tool
* Arrow Tool
/" Line Tool
[1 Rectangle Tool
O oOval Toaol
¢* Polygon Line Tool
< Polygon Tool
7 Pencil Tool
& Pencil Eraser Tool
: Show >

Show Comment & Markun Toolbar

4. Click on the line “Attach a File as a Comment.” The arrow points to it. Click anywhere in the “Attachment
Area” to trigger your computer’s operating system to open.

5. Find the file you want to attach and click on it.



6. Click on the “Select” button at the bottom of the window in your operating system and a new window will
appear that looks like this:

| Appearance General | Review History

Icon Color: |
i Graph Opacity:
§

¥ Attachment

&

T Locked ] Make Properties Default (" Cancel f 0K ‘

7. Click on the “Paperclip” icon, and click the “OK” button.

A “Paperclip” will appear in the “Attachment Area.” Clicking on this icon will open the file you have attached. If
you want to unattach the file, select the icon with your cursor and hit the delete key.

Printed Files

If your document is in printed form and no digital copy is available, it can be converted to a pdf file by having
it scanned. Converting printed files to digital format is the best way to deal with these attachments.

If you cannot have the file scanned, you can send it to the U.S. Chamber of Commerce in its printed form. The
U.S. Chamber will have it scanned at attached to your application document for a fee of $1.00 a page.

Essays

Space is provided to enter essays. They must be as thorough as possible and the space will expand to
accommodate essays of up to 1,000 words. Each essay response must be as thorough as possible.

The space can accommodate text only. If your essay already exists in a digital format, you can save time by
including it as an attachment. If you would like to include tables, charts, or graphs in this section as a way to
better clarify or enhance the essays, you can put them into a digital format and attach the file.



Frequently Asked Questions (FAQS)

Q

We have documents that we think the U.S. Chamber of Commerce should review but there is no place for
them to be attached in any of the sections.

An area has been provided at the end of Section Nine — Benchmarking — where additional attachments
can be made. Please note that the U.S. Chamber of Commerce will review these items but may not
include them in the basic scoring of the application. However, if the material is noteworthy or exemplifies
an industry best practice, it may be eligible to receive discretionary points that may affect the chamber’s
star rating.

There are places where we would like to add a comment but there is no text box available.

Generally speaking, text boxes are made available where additional information is needed to determine
the chamber’s level of compliance. However, if an applicant would like to insert more information, the
applicants can always use Adobe Acrobat Reader’s “Sticky Note” feature to insert a comment anywhere in
the application forms. To access this feature click on the Tools menu at the top of your screen and slide
the cursor down to “Comment and Markup.” A list of features will appear with “Sticky Note” at the top.
Click on the “Sticky Note” icon then move your cursor to the place in the document where you would like
to make a comment. Click again and the “Sticky Note” will appear. Write your comment in the space
provided then click anywhere in the document to continue.

Completing the forms is time-consuming. Will we have to redo everything when it is time to renew our
accreditation?

The set of nine pdf files should be kept in a safe place, with backup copies available elsewhere. At
renewal, use the original set of pdf files, make changes only and save them under a new name, e.g.
Section One — Governance 20??. This new set of files is then sent to the U.S. Chamber of Commerce for
review. No need to completely redo the forms.

We have very large files on separate media and cannot attach them to a pdf file.

These files can be submitted on separate media (CDs, DVDs, USB drives, etc.) and enclosed in the same
envelope used to send the nine sections to the U.S. Chamber of Commerce and the Accreditation fee. A
note should be included to indicate what the files are and the section of the application forms to which

they apply.



Q Can more than one person be involved in completing the forms? How would this be done?

A

While it is best for one person to coordinate the process and serve as the communicator with the U.S.
Chamber of Commerce, many chambers will want to involve more than one person. Chambers will often
distribute the pdf file for certain sections to specialists who are responsible for completing them. For
example, Section Two — Finance may be given to the CFO who completes it and sends it back to the
person coordinating the application for the chamber.



6. Technology

Standard

An Accredited chamber has the technological ability to effectively communicate with membership and
can efficiently implement its program of action.

Minimum Qualifications

Has functioning telephone, computer, and mailing systems

Receives updates, patches, etc. to keep computer system current and secure

Uses up to date anti-virus software

Has membership database system capable of tracking membership information, participation,
and dues

Backs up data at least regularly

Develops and communicates data protection and privacy policies

Has a Web site and owns the domain name

Regularly updates the chamber Web site

Registers Web site with search engines

Minimum Requirements Attachments Checklist

[

A 6.1 Data protection and privacy policies

Additional Criteria Attachments Checklist

Bl

A 6.2 Technology plan
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Section 6. Technology Minimum Requirements

A. Communication Equipment

Please inventory and document current telecommunication equipment (e.g., telephone system, fax, voice

mail, mobile phones) as follows:

a. Does the chamber have an office telephone system?

b. Does the chamber have a telephone conference system?

C. Does the chamber have a voice mail system or answering machine service?
(1.) If yes, is the chamber’s voice mail message in more than one language?

i. If yes, list languages: N/A

m] Yes [ ] No
m] Yes [ ] No
m] Yes [ ] No
[ ] Yes [m] No

d. Does the chamber have a fax number?

e. Is access to an on-site or remote video teleconferencing or Web conferencing
system available? (e.g. WebEX, Microsoft NetMeeting)

f. Is mobile communication equipment used such as laptops, mobile telephones,
Blackberry, or other smart phones?

B. Computer Hardware and Networks

Does each full-time staff person have a computer?

Is there a designated technical troubleshooter on staff or contracted by the chamber?
Is there someone who regularly evaluates the system and recommends upgrades?
Does the chamber have a local area network?

Does the chamber have an “always on” broadband Internet connection?

C. Computer Software

How often is the chamber’s desktop operating system (PC/Mac/other) upgraded?
a. Inwhat year was the operating system last upgraded?

How often is the business writing and spreadsheet software upgraded? (e.g. Microsoft
Word, Excel)

Does the chamber automatically receive and install regular updates, patches, etc., to
keep computer systems current?

Does the chamber have anti-virus software and contracts to keep this software up to
date?

Does the chamber have a membership database system capable of tracking
membership information, participation, and membership dues?

m] Yes [ ] No
[ ] Yes [m] No

m] Yes [ ] No

m] Yes [ ] No
m] Yes [ ] No
m] Yes [ ] No
m] Yes [ ] No
m] Yes [ ] No

As needed

2008

As needed

m] Yes [ ] No
m] Yes [ ] No
m] Yes [ ] No
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D. Data Protection and Maintenance

How often is the chamber’s data backed up?
m] Daily [ ] Weekly [] Monthly [ ] Other

Has a data protection and privacy policy been developed and shared? m] Yes [ ] No

A 6.1 Attach a copy of the data protection and privacy policy.
Attachment : Eb
E. Web Site Management

Does the chamber own its Web site domain name? m] Yes [ ] No

If yes, provide the URL of the chamber’'s Web site: oshkoshchamber.com & oshkosh.biz

How often is the chamber Web site updated?
[] Daily [ ] Weekly (] Monthly [m] Other As needed

Does the chamber’s Web site have a content management system that allows staff to m] Yes [ ] No
make changes themselves?

Is the Web site listed in Internet search engines? m] Yes [ ] No



Computer System – Guidelines for Use and Protection


(Oshkosh Chamber of Commerce [the “Company”])


		  1.

		All software is licensed by the Company and is the Company’s property.  Duplication of copyrighted materials is prohibited.  Non-compliance with this policy subjects the Oshkosh Chamber of Commerce to potential civil and criminal penalties and threatens the Company’s reputation.  The Company’s employees shall use the software only in accordance with the license agreement.



		

		



		  2.

		The Company’s employees who learn of any misuse of software within the organization shall notify a member of the Management Team (the “Supervisor”).



		

		



		  3.

		Without prior approval, software owned by staff may not be installed on any Company PC, local area network or wide area network.  Inventories of software installed on the Company’s PCs will be taken periodically to ensure compliance with licensing.



		

		



		  4.

		Installation or use of software, such as games, screen savers or any other non-authorized software is prohibited.



		

		



		  5.

		Staff may not alter, nullify, change the design, or in any manner restrict or interfere with the normal function or configuration of any computer, local area network, wide area network, terminal, software configuration, telephone system or other related property except in case of emergency.  Emergency changes should be reported to the Supervisor as soon as possible.



		

		



		  6.

		Staff should exercise proper care for computer equipment and treat it responsibly.  The Company’s computer equipment may not be taken off campus without prior authorization.



		

		



		  7.

		Internet access is available for the Company’s related research, education, e-mail, etc.  The same rules of professionalism and confidentiality apply to Internet use and e-mail as to any other computer use.  Solicitations, personal use, personal e-mail and games are not appropriate.



		

		



		  8.

		All information stored in the Company’s computer equipment or created by staff is the property of the Company.  This includes, but is not limited to, paper, magnetic cards, magnetic tape, diskettes, hard drives, local area network, wide area network, communication equipment or any other storage medium.



		

		



		  9.

		Staff may not disclose Company information to unauthorized personnel regardless of where that information is stored.  The information is a Company asset whether on computer printout, diskette or any other storage medium.



		

		



		10.

		Reasonable security measures must be followed by each staff person.  Computer-based records must be handled with the same respect for confidentiality as any other record.   In public areas, care must be taken to position monitors away from direct viewing by visitors or passersby.  Printouts, forms, reports, etc. should not be left exposed in common areas.



		

		





		11.

		Network passwords are intended to provide the first level of computer security and as such may not be shared with another staff person or posted at a workstation.



		

		



		12.

		Staff who work the Company’s files on home PCs and then transport those files back to the Company by diskette or other media are personally responsible for ensuring those files have not been infected by viruses.



		

		



		13.

		Vendors, technicians, support personnel or consultants should not be allowed access to the system without the prior approval of the Supervisor.  Staff will be notified in advance when support is scheduled.



		

		



		14.

		Access to any computer equipment, local area network or wide area network is restricted to the Company’s staff only and may not be used by family members, friends, etc.



		

		



		15.

		Misuse or disregard for the Company’s policy may result in disciplinary action, up to and including termination of employment.





I have received and understand the above guidelines.




Date:  
, 20_____


(Signature of Employee)


E-mail/Internet Access Policy

		I.

		Purpose



		

		



		

		To define the proper use of electronic mail (e-mail) and Internet services at the Oshkosh Chamber of Commerce (the “Company”).



		

		



		II.

		Policy Statement



		

		



		

		The Company is committed to providing an environment that encourages the use of computers and electronic information as essential tools to support the Company’s business.  It is the responsibility of each employee to ensure that this technology is used for proper business purposes and in a manner that does not compromise the confidentiality of proprietary or other sensitive information.  This policy supplements, and should be read in conjunction with, the Company’s policies regarding corporate communications, confidentiality and computer systems usage.



		

		



		III.

		Coverage



		

		



		

		All users of the Company’s computer systems are covered by this Policy Statement.



		

		



		IV.

		Internet Policies and Procedures



		

		



		

		1.

		The Company’s network, including its connection to the Internet, is to be used primarily for business-related purposes.  Any unauthorized use of the Internet is strictly prohibited.  Unauthorized use includes, but is not limited to:  connecting to, posting or downloading pornographic material; engaging in computer-“hacking” and other related activities; attempting to disable or compromise the security of information contained on the Company’s computers; or otherwise using the Company’s computers for excessive personal use.



		

		

		



		

		2.

		Internet messages, including e-mail messages sent to recipients outside of the Company, should be treated as non-confidential.  Anything sent through the Internet passes through a number of different computer systems, all with different levels of security.  The confidentiality of messages may be compromised at any point along the way, unless messages are encrypted.



		

		

		



		

		3.

		Because postings placed on the Internet may display the Company’s address, make certain before posting information on the Internet that the information reflects the standards and policies of the Company.  Under no circumstances shall information of a confidential, sensitive or otherwise proprietary nature be placed on the Internet.



		

		

		



		

		4.

		Subscriptions to news groups and mailing lists are permitted when the subscription is for a work-related purpose.  Any other subscriptions are prohibited.



		

		

		





		

		5.

		Information posted or viewed on the Internet may constitute published material.  Therefore, reproduction of information posted or otherwise available over the Internet may be done only by express permission from the author or copyright holder.



		

		

		



		

		6.

		Unless prior approval of management has been obtained, users may not establish Internet or other External network connections that could allow unauthorized persons to gain access to the Company’s systems and information.  These connections include, but are not limited to, the establishment of hosts with public modem dial-ins, web home pages and File Transfer Protocol (FTP).



		

		

		



		

		7.

		All files downloaded from the Internet must be checked for possible computer viruses.  If uncertain whether your virus-checking software is current, you must check with an authorized Information Systems Representative before downloading.



		

		

		



		

		8.

		Offensive, demeaning, defamatory, harassing, obscene, sexual or disruptive messages are prohibited.  This includes, but is not limited to, messages that are inconsistent with the Company’s policies concerning Equal Employment Opportunity, Sexual Harassment and Other Unlawful Harassment.





Any employee who violates this policy shall be subject to discipline, up to and including immediate termination of employment.


		V.

		E-Mail Policies and Procedures



		

		

		



		

		(

		All e-mail correspondence is the property of the Company.



		

		

		



		

		(

		Employee e-mail communications are not considered private, despite any such designation by the sender or the recipient.



		

		

		



		

		(

		The Company’s e-mail system is to be used primarily for business-related purposes.



		

		

		



		

		(

		Messages sent to recipients outside of the Company, if sent over the Internet and not encrypted, are not secure.



		

		

		



		

		(

		The Company reserves the right to monitor its e-mail system—including an employee’s mailbox—at its discretion in the ordinary course of business.  Monitoring includes the right to retrieve and read e-mail messages and files as well as tracing Internet activity.  This monitoring may occur with or without notice to the employee.  An employee shall have no reasonable expectation of privacy in any such matters.  Please note that in certain situations, the Company may be compelled to access and disclose messages sent over its e-mail system.



		

		

		



		

		(

		The existence of passwords and “message delete” functions do not restrict or eliminate the Company’s ability or right to access electronic communications.



		

		

		



		

		(

		Employees shall not share an e-mail password, provide e-mail access to an unauthorized user or access another user’s e-mail box without authorization.





		

		

		



		

		(

		Employees shall not post, display or make easily available any access information, including, but not limited to, passwords.



		

		

		



		

		(

		Offensive, demeaning, defamatory, harassing, obscene, sexual or disruptive messages are prohibited.  This includes, but is not limited to, messages that are inconsistent with the Company’s policies concerning Equal Employment Opportunity, Sexual Harassment and Other Unlawful Harassment.





Any employee who violates this policy shall be subject to discipline, up to and including immediate termination of employment.


Acknowledgment of E-mail/


Internet Access Policy


As an employee of the company, I understand that the confidentiality and protection of the Company’s information is of the utmost importance.  I have read and understand the Company’s policy on acceptable use of E-mail and Internet access.


If I receive a password for access to e-mail, the Internet or any other system of electronically stored computer information, I will use it only for authorized purposes.  I agree not to use a code, access a file or retrieve any stored communication other than where explicitly authorized, unless there has been prior clearance by an authorized representative of the Company.  I will notify Information Systems immediately if I believe that another person may have unauthorized access to my password.


I understand that all information stored in, transmitted or received through the Company’s system of printed or computer information is the property of the Company and is to be used primarily for job-related purposes.  I am aware that no electronic communications, including e-mail, should be considered private, despite any such designation by the sender or the recipient.


I further understand that authorized representatives of the Company may monitor the use of the Company’s systems or printed or computer information from time to time, with or without notice, to ensure that such use is consistent with the Company’s policies and interests.  Further, I am aware that the use of a password or code does not in any way restrict the Company’s right or ability to access electronic communications.


I am aware that any violation of the Company’s e-mail or Internet Access Policy may subject me to disciplinary action, up to and including discharge from employment.




(Name)




(Signature)




(Date)


Employee’s Agreement to Customer’s Nondisclosure


And Confidentiality Agreement


AGREEMENT is executed this ______ day of __________, 20____ by and between the Oshkosh Chamber of Commerce (herein the “Company”) and _____________________________ (herein the “Employee”).


WITNESSETH:


WHEREAS, the Company has entered into that certain “Customer’s Nondisclosure and Confidentiality Agreement” (the “Confidentiality Agreement”) dated ____________, 20____, with the Oshkosh Chamber of Commerce (herein the “Customer”); and


WHEREAS, the Confidentiality Agreement requires that the Company keep certain information confidential (the “Confidential Information”) as described therein; and




WHEREAS, the Employee, acting on behalf of the Company, will have access to such Confidential Information; and


WHEREAS, it is necessary that the Employee agrees to the restrictions and limitations set forth in the Confidentiality Agreement so as to insure compliance thereunder by the Agency.


NOW, THEREFORE, for and in consideration of the mutual covenants contained herein as well as other good and valuable consideration moving from each party to the other, it is hereby agreed as follows:


		

		1.

		Recitals.  The recitals hereto are hereby incorporated by reference.



		

		

		



		

		2.

		Confidentiality.  The Employee agrees to keep the Confidential Information confidential as required in the Confidentiality Agreement, and to comply with all terms and provisions thereof, which are imposed upon the Agency, as if the Employee were named as the Company therein.



		

		

		



		

		3.

		Discharge.  The Employee understands that a violation by the Employee of the terms and provisions of this Agreement or the Confidentiality Agreement will constitute sufficient grounds for immediate termination of employment with the Company.  Further, the Employee agrees to indemnify, save and hold harmless the Company from and against any and all claims, suits, demands or expense, arising out of or in any way related to the Employee’s unauthorized disclosure of Confidential Information, contrary to the provisions of the Confidentiality Agreement.



		

		

		



		

		4.

		Binding Effect.  This Agreement is binding upon the successors and assigns of the parties hereto.





IN WITNESS WHEREOF the parties hereto have executed this Agreement the day and year first written above.


		Company:

		

		EMPLOYEE:



		

		

		

		

		



		By:

		

		

		



		

		(Name)

		

		

		



		

		

		

		

		



		Title:

		

		

		

		





		Oshkosh Chamber of Commerce


Web Site Privacy Policy


The Oshkosh Chamber of Commerce (also referred to as "we" or "us") is concerned about preventing unauthorized disclosure of customer information. We understand the importance you place on the privacy and security of information that personally identifies you or your account information. We refer to this information as "personal information." We want you to know what personal information we collect and how we use it. We have therefore adopted the following Privacy Policy to explain our commitment to your privacy. By using the Web site, you agree to be bound by this Privacy Policy. Please check this policy frequently, as we may amend it from time to time to reflect changes in our services and our policies relating to customer information. Amendments will become effective at the time they are posted on our Web site. We will not provide notice of changes in this Privacy Policy.


We will protect all information that you provide us on the Web site, as set forth below:


1. The personal information you provide us not only enables you to access various services offered on the Web site, but also enables us to provide you with better service. We may use this information to contact you to respond to an inquiry that you send to the Oshkosh Chamber of Commerce. If you choose to communicate with the Oshkosh Chamber of Commerce by e-mail, then e-mail from the Oshkosh Chamber of Commerce to you will be considered to be sent with your consent and will be accessible to anyone who has access to your e-mail.
     


2. Other than as set forth herein, we will not disclose your personal information to third parties without your written consent (which consent may be obtained electronically, such as by e-mail), unless we reasonably believe that the disclosure is essential to the conduct of the Oshkosh Chamber of Commerce business, including but not limited to where such disclosure is necessary to (a) comply with the law or legal process (b) collect unpaid bills, (c) enable the Oshkosh Chamber of Commerce employees to provide service to you and to otherwise perform their duties, (d) respond and/or resolve customer inquiries. We do not provide your personal information to third parties for the purpose of telemarketing, e-mail or direct-mail solicitation.
  


3. Access by Oshkosh Chamber of Commerce employees to any personal information you provide is limited to only that necessary to provide the business service offered and to otherwise allow such employees or consultants to perform their duties. 


Visitor Information

We do collect information about the Web site use, such as the number of visitors to the Web site and the number of users that click on certain links or services. For some applications, we link usage information with the particular customer visiting the Web site. We use industry standard software to create summary statistics of the usage data we collect, which may then be used to highlight what our visitors find interesting, to improve our Web site design specifications, to identify system performance issues, and for other internal purposes.


Our Use of Your IP Address

An Internet Protocol ("IP") address is a number that is automatically assigned to your computer every time that you browse the Internet. When you visit the Web site, our servers log your current IP address. We may use your IP address to help diagnose problems with our servers and to administer our Web site. Data gathered from logging your IP address is not tied to your personal information and is not used to identify you.


While browsing the Web site, you may encounter hypertext links to other Web sites operated by third parties. These other Web sites may log your IP address and otherwise collect data or solicit personal information.


We do not control and are not responsible for what third parties do in connection with their Web sites, or how they handle your personal information. Please exercise caution and consult the privacy policies posted on such Web sites for further information.

We try to ensure that the personal information we maintain about you is accurate, current and complete. If you discover that your personal information is incorrect, not current or incomplete, you should contact the Chamber at info@oshkoshchamber.com.  


.
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Section 6. Technology Additional Criteria

A. Computer Hardware and Networks

Is there a firewall between the local network and the Internet?
Does the chamber provide wireless Internet access to chamber visitors?

Does the chamber provide secure remote access to the network for staff (i.e.: virtual
private network or VPN)?

B. Computer Software

Does the chamber have the ability to convert documents to PDFs?

Does the chamber have the ability to scan documents into electronic form?
Does the chamber have photo management or publishing software?

Does the chamber have SPAM service to block potential SPAM?

Which additional features does the chamber's membership database system have?
(Check all that apply)

a. [C] Links to financial software

b. [0] Communicates automatically with members through the database
[0] Tracks program participation and attendance

[C] Tracks volunteer, board, committee involvement

[O] Tracks benchmarking data about members

-~ ® 2 0

[C] Tracks communications and interactions
(O] Uploads data from Web forms

° Q@

[0] Automatically publishes data from the database to the chamber’'s Web site

C. Data Protection and Maintenance

Is data backed up at a remote site or on-site?

Has the data recovery procedure been tested?

Is there a comprehensive data security policy in place?
Is there a comprehensive data management policy?

If the chamber accepts credit cards, does it meet the Payment Card Industry (PCI)
data security standard for the correct handling of credit card information?

m] Yes [ ] No
[ ] Yes [m] No
m] Yes [ ] No

m] Yes [ ] No
m] Yes [ ] No
m] Yes [ ] No
m] Yes [ ] No

|On—site

m] Yes [ ] No
m] Yes [ ] No
m] Yes [ ] No
m] Yes [ ] No



D. Web Site Management

Does the chamber encourage members and affiliates to link to its Web site for search  [m] Yes [ ] No
engine optimization?

Are site keywords monitored and updated regularly? m] Yes [ ] No
Does the Web site allow secure transactions for the following? (Check all that apply)

[0] Membership application [0] Online event registration

[] Other Web forms [] Product purchases

[ ] Other e-commerce

E. Technology Planning

Has a technology plan been developed? m] Yes [ ] No
If yes, is the technology plan incorporated into the strategic plan and the chamber’s m] Yes [ ] No
budget?

Which of the following components has the chamber addressed in either its strategic plan or the
chamber’s technology plan? (Check all that applly)

[0] A staff technology training outline

[0] Technology replacement plan

[0] A detailed technology budget

[ ] A broad outline of technological goals for hardware and software
[0] Detailed short-term technological goals

[0] Detailed long-term technological goals

A 6.2 Attach a copy of the technology plan'.

Attachment : ___&___

Has the chamber investigated or begun using any of the following? (Check all that apply)

[ ] Podcasts [C] Online video [] Online forums

[0] Blogs [O] Listservs [ ] RSS News feeds

[ ] Wikis [ ] Live chat [ ] Instant messenger
[ ] Webinars [0] Online networking [] SMS text messaging

[ ] Other




Technology Plan:


The Chambers technology plan has been developed by the Technology Committee. The Board of Directors established this committee to assist the board is decision relating technology enhancements. We see the technology plan as a means to implement the annual program of work. The Board has adopted the policy of updating at least 1/3 of all work stations annually. With a goal of having the entire system upgraded including the file server, every 3 – 5 years. The Technology Committee is responsible to make recommendations to the Board of Directors regarding computer system needs for the organization including hardware and software. Since the establishment of the technology plan, staff has been give the responsibility of managing the plan and computer system. The Technology Committee meets on an as needed basis. The Chamber has Clifton – Gunderson on a retainer basis to assist staff in managing the system.

Technology goals – Our technology goals relate primarily to enhancing office efficiency and improving customer service. As such, staff, along with Clifton – Gunderson and the Technology Committee, conducts its annual system review/evaluation and makes recommendations based on these primary goals. 


Budget – Staff is responsible for preparing the annual technology budget. This is included in the annual Capital Budget that the Board approves.


Sources of funding – The source of funds comes from the Capital Investment Account. The Chamber annually funds this account equal to the annual depreciation expense.


Staff training – Training is conducted on an as needed basis. As upgrades are made and new software installed, including membership-specific programs, all staff are trained to use these programs. Our staff computer administrator conducts all new employee training on the computer system.
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Essay Question #1

Describe the next major technology initiative intended to bolster the chamber’s mission? What planning is
being done to bring this technology to fruition? What aspects have already been introduced to the chamber?

Over the past several months, our Marketing Department, through our Public Relations and Marketing Committee
had been discussing how we could utilize and implement various social media tools as a means to further the
Chamber’s mission. After talking to a lot of people relative to jumping on the social media bandwagon, we choose to
move forward. In doing so, we not only asked ourselves “"Where to start?” and “How do we get into it?” (Especially,
if we were doing it to further our business), but “"What, specifically, are the appropriate social media tools and how
do we use them to our benefit? While there are several social media tools to consider, the goal wasn’t to get us to
use all of these, but to help us to understand the tools in a basic way to allow us to decide whether or not to try
them. We decided to select two social media vehicles and do those well. We recently rolled out Chamber Groups on
both Twitter and LinkedIn.

Twitter is good for connecting with like-minded people and for keeping up on the latest news in the area. Examples
of this include reports from meetings with members of our Congressional delegation during our recent Washington
Fly-In. We found this to be a useful tool to provide immediate information and to support our role in legislative
affairs. Our “tweets” have led to news stories in the local paper thereby broadening our public relations efforts. We
selected Twitter for its “micro-blog” capabilities and the diversity of who would be following us. Our followers are the
news media, economic development agencies, and other chambers, in addition to our members. We currently have
over 170 individuals, groups and/or organizations following the Oshkosh Chamber.

LinkedIn is a place where you can connect with people you have professional relationships with, get references and
referrals, and asking experts in your contact list questions about their industries. LinkedIn is the one place that gives
us the ability to help find connections with the people we want to be talking to. We have over 150 people, groups,
and/or organizations participating in the Chamber’s LinkedIn group.

Our social media strategy continues to evolve and develop. I would like to say that we had a specific, defined social
media strategy in place prior to embarking on this venture. We did not. However, we knew that, as a lead
community-based organization, the Oshkosh Chamber needed to be there. Our Director of Marketing is the point
staff person responsible to manage our social media initiative.

[ ] Ifthe essay already exists in a file, you can attach the file in the space provided and check the box to the
left.

Attachment :




Supplementary Information

Applicants can use this page to enter or attach supplementary information not required
by the application.

Please note that the U.S. Chamber of Commerce will review the material, but does not
score supplementary information either as a part of the application process or as a basis
for designating the chamber as Accredited, Accredited with 3-Stars, Accredited with 4-
Stars, or Accredited with 5-Stars.

Supplementary information may be awarded up to five discretionary points as deemed
by the Accreditation consultant for exceptional policies or best practices.

Comments can be entered in the space below.

=

Additional documents can be attached here :




Section 6. Technology Minimum Requirements

a. Communication Equipment

1. Please inventory and document current telecommunication equipment:

a. The Chamber has a Merlin Legend Release 4.2v6.2 system operating in Hybrid/PBX mode.


b. The telephone system has telephone conference capabilities on three staff member phones.


c. The Merlin Legend has a voice mail box system. The voice mail box system is in          English only. However, it has the capability for other languages.


d.  The chamber has a dedicated fax number – 303-2263.


e. The chamber has access to remote video teleconferencing systems. Over the years, we have used this equipment on the campuses of the University of Wisconsin-Oshkosh and the Fox Valley Technical College. We have previously reviewed and discussed having on-site videoconferencing capabilities, but made a decision not to invest in an on-site system.


f. The chamber does have a laptop computer available for staff. This is used primary for power point presentations. Also, key management staff members have cellular phone service. The Chamber President has a smart phone. 


B. Computer Hardware and Networks


1. All staff members and interns have a desktop computer. This is a total of 15 desktop computers.

2. Mark Halfen is the chamber staff member that is our designated trouble shooter. He is extremely capable individual.  However, he is assisted by an outside contracted support team.


3. Staff, with the assistance of our outside computer support team, evaluates the chamber computer system on an annual basis. They assist by determining operational needs and make recommendations for upgrading and configuring the system to the Board. 


4. The Chamber uses a network file server, specifically: Fileservers – One server running MS Windows Server 2003 for Small Business Server.  Specs: Xeon 2.8 GHz processor, 1.25 gigabytes RAM, four 36.4 gigabyte Ultra320 SCSI drives controlled by a Compaq Smart Array 641 RAID controller, Compaq Storageworks DLT 40/80 gigabyte tape drive, Compaq 500 watt redundant power supply, Powerware Series 5 5115 uninterruptible power supply. Communication among the various computers, servers, and other equipment is over a 100 Mbps Ethernet LAN. The main fileserver handles print server functions.  We have a total of three networked printers: one duplexing color laser printer, and two black-and-white laser printers.  

5. We have an “always on” broadband internet connection, which is two mega-bits per second. 

C. Computer Software

1. Operating systems are upgraded after new versions become available.  We typically don’t upgrade immediately, allowing time for Microsoft to work some of the bugs out of new systems.  We won’t utilize a new system if our technology consultant advises that it would be more of a hinderance than a benefit (e.g. we never utilized Windows ME, and have so far not upgraded to Vista). We upgraded to Windows XP Professional in 2003.  Service packs have been installed as they become available through Windows Update, most recently XP Service Pack 3 last year.


2. We are currently utilizing MS Office 2003, which was installed in 2003.  A primary reason for not yet upgrading to Office 2007 has been a compatibility issue between that version and the more widely used Office 2003. Last year, we installed conversion software to enable reading of Office 2007 documents.


3. Windows Update is active on each computer, and is set to check for updates on a daily basis.


4. Symantec Multi-tier protection, updated daily.  Update subscription contract recently extended through March, 2010. 


5. Membership Partner Pro, version 4.0.0


D. Data Protection and Maintenance

1. The following tape scheme is used:  Due to the fact that the amount of data on the server exceeds the capacity of a single tape, we have elected to split the backups.  There are three tapes for daily backups, used on Mondays, Wednesdays and Thursdays.  There are four tapes for backups on Tuesdays, and four tapes for Fridays.  This results in data being retained on the daily tapes for one week, and on the Tuesday and Friday tapes for one month.  The daily and Friday tapes back up all server data except individual user directories and the shared directory.  Tuesday tapes cover all server data except the marketing directories.  Finally, there are two monthly tapes, one for even numbered months, and one for odd numbered months.  These are typically used on the first Monday of the month.  When used in conjunction with the shadow-copy functionality of the Microsoft server software and the disk redundancy provided by the RAID array, this scheme has proven to meet our needs.

2. The Chamber has a data protection and privacy policy that is shared with all staff members. 


A 6.1 Copy of the data protection and privacy policy.


E. Web Site Management


1-2. The Chamber URL is oshkoshchamber.com and oshkosh.biz.


3. The information on the website is up-dated as needed as frequently as daily to annually. The Chamber’s Director of Marketing and Communications, along with our Administrative Assistant is responsible for updating the website.


4. Our site utilizes a proprietary system developed by our website design firm.


5. A search of “Oshkosh” displays a link to our site on the first page of search results on Google, MSN, Yahoo, Ask.com and AOL Search. 


Section 6. Technology Additional Criteria


A. Computer Hardware and Networks


1. Cisco Pix 501 hardware firewall.

2. While we don’t provide wireless internet access, we are considering providing this feature. However, we do have active internet connections available in our conference rooms.


3. Our firewall has the capability to enable a secure VPN. Remote access is currently limited to the office email system.


B. Computer Software


1. Marketing department staff use a version of Adobe Acrobat for this.  Other staff members use a freeware solution, installed on an as-needed basis.


2. We have an HP Scanjet 8300 flatbed scanner in the marketing department.


3. Adobe Creative Suite, version 3. 


4. We utilize Xwall Admin 3.37 on our server.  This software has a variety of capabilities, of which we utilize multiple filters on incoming email (including a greylist filter), and outright blocking of all messages to invalid “oshkoshchamber.com” email addresses. 

5. The Chamber’s membership data base has all the features listed. 

C. Data Protection and Maintenance


1. On-site, utilizing three separate systems: a) Veritas Backup Exec software with an array of DAT tapes, b) the built-in shadow copy feature in Microsoft Windows server software, c) a RAID-5 as the primary storage device on the fileserver.


2. It has been tested in use.  Occasionally, a file or directory needs to be restored.  All backup systems have performed within expectations.


3. Access to user directories on the fileserver is limited to users who have a specific need for access.  Likewise, data editing privileges in the membership database are granted on an as-needed basis.  User account passwords are non-trivial.


4. Our primary concerns with respect to data management are managing disk space, and ensuring that the total size of the data on the server remains within the capacity of the backup tapes.  To this end, copies of our bimonthly newsletter (which typically amounts to 2 or more gigabytes per issue) are offloaded to optical media after each issue is completed.  Non-current digital photographs are also offloaded on an as-needed basis.  We also limit the total byte quantity of email stored for each user. We also have a quota that limits the size and number of emails.

5. SecurityMetrics has determined that the Oshkosh Chamber of Commerce is PCI DSS compliant.  The Oshkosh Chamber of Commerce’s site certification includes the Chamber website and the PC used to process credit card payments.  The current site certification expires on February 2010 and will be reviewed and renewed again at that time.

D. Web Site Management


1. Members are informed that a link to their website is an automatic benefit of their membership.  We also encourage members to link to our site.  We have a logo/icon available for those who ask for one.  All Chamber affiliate organizations link to the Chamber’s website on their sites.


2. This is a matter of design policy.  Pages on the site contain metadata keywords pertinent to the content of the particular page.  Content on the site is arranged according to subject matter, so a change in content would generate a new page, with a new address, and new keywords.

3. The site allows secure transactions for Membership application and event registration.  There is also a utility that allows Chamber members to update some of their membership and contact information online.


E. Technology Planning


1. A technology plan has been developed by the Information/Technology Committee. The Board of Directors has adopted the policy of updating at least 1/3 of all work stations annually. Every 3 – 5 years, the entire system is upgraded including the file server. The Technology Committee is responsible to make recommendations to the Board of Directors regarding computer system needs for the organization including hardware and software.


2. The Technology Plan is incorporated into the Chamber’s annual Capital Budget. This Plan is embedded into the Strategic Plan as a means to conduct and carry-out specific tactics as it relates to the broader strategic initiatives. A technology plan is critical to the organization’s strategic plan. As policy, the Board has created a Capital Investment Fund. The Chamber funds this account equal to our annual depreciate expense. This Fund is used exclusively to purchase capital items such as office and computer equipment. The Board has also committed to routine upgrades of the computer system. Approximately, one-third of the entire system is upgrade annually. The Board of Directors established a Technology Committee to develop and make recommendations to the Board relating to technology enhancements.    

3. The plan includes: 


a. Broad outline of technology goals – Our technology goals relate primarily to enhancing office efficiency and improving customer service. As such, the Technology Committee conducts its annual system review/evaluation and makes recommendations based on these primary goals. 


b. Detailed budget – The Technology Committee is responsible for preparing the annual technology budget. This is included in the annual Capital Budget that the Board approves.


c. Sources of funding and disbursement of funding – The source of funds comes from the Capital Investment Account. The Chamber annually funds this account equal to the annual depreciation expense.


d. Staff training outline – Training is conducted on an as needed basis. As upgrades are made and new software installed, including membership-specific programs, all staff are trained to use these programs. Our staff computer administrator conducts all new employee training on the computer system.


e. Short and long-term goals - Our technology goals relate primarily to enhancing office efficiency and improving customer service. As such, the Technology Committee conducts its annual system review/evaluation and makes recommendations based on these primary goals.

A 6.2 Copy of the Technology Plan.

4. The Chamber is using on-line video and Listservs. We have implemented two Chamber social media groups on LinkedIn and Twitter. 
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i Technology plan: An individual document that is incorporated into the chambers strategic plan that
focuses on the chamber’s technological vision for up to the next five years. A technology plan could
include staff training outlines, technology replacement plans, detailed technology budgets, or long- and
short-term goals. For sample technology plans, refer to the best practices Web page at
http://www.uschamber.com/chambers/accreditation/best practices.htm Return to Page 14
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	Attach EQ#1: Off
	EQ#1: Over the past several months, our Marketing Department, through our Public Relations and Marketing Committee had been discussing how we could utilize and implement various social media tools as a means to further the Chamber’s mission. After talking to a lot of people relative to jumping on the social media bandwagon, we choose to move forward.  In doing so, we not only asked ourselves “Where to start?” and “How do we get into it?” (Especially, if we were doing it to further our business), but “What, specifically, are the appropriate social media tools and how do we use them to our benefit? While there are several social media tools to consider, the goal wasn’t to get us to use all of these, but to help us to understand the tools in a basic way to allow us to decide whether or not to try them. We decided to select two social media vehicles and do those well. We recently rolled out Chamber Groups on both Twitter and LinkedIn.
Twitter is good for connecting with like-minded people and for keeping up on the latest news in the area. Examples of this include reports from meetings with members of our Congressional delegation during our recent Washington Fly-In. We found this to be a useful tool to provide immediate information and to support our role in legislative affairs. Our “tweets” have led to news stories in the local paper thereby broadening our public relations efforts. We selected Twitter for its “micro-blog” capabilities and the diversity of who would be following us. Our followers are the news media, economic development agencies, and other chambers, in addition to our members.  We currently have over 170 individuals, groups and/or organizations following the Oshkosh Chamber. 
LinkedIn is a place where you can connect with people you have professional relationships with, get references and referrals, and asking experts in your contact list questions about their industries. LinkedIn is the one place that gives us the ability to help find connections with the people we want to be talking to. We have over 150 people, groups, and/or organizations participating in the Chamber’s LinkedIn group.  
Our social media strategy continues to evolve and develop.  I would like to say that we had a specific, defined social media strategy in place prior to embarking on this venture. We did not. However, we knew that, as a lead community-based organization, the Oshkosh Chamber needed to be there. Our Director of Marketing is the point staff person responsible to manage our social media initiative.    
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